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Overview

• Risk and crisis planning
• Strategies: Using team approach and other ideas
• Elements of planning: Capture your roles and strategies here
• Requirements
• In the appendix: Apologies, holding statements, pre-written news 

releases



Types of crises (imagination)

• Employee layoffs/firings
• Lawsuits
• Police-involved shootings
• Allegations of harassment or 

discrimination
• Product/service defects
• Violent threats by 

residents/employees
• Data breach/ransomware 

• On-the-job accidents
• Damaging rumors
• Sudden death of official/manager
• Gov’t or police investigations
• Damage from weather/fire
• Protests
• Failure in technology
• Death on the premises (parks, 

pools, libraries, city hall)



Crisis planning and communication

• Risk assessment (starting small first with 5/5 method)
• Planning (what roles and building a team)
• Response (holding statements)
• Recovery and learning for the future (ongoing discussion and training)



Risk assessment: 
Getting your city ready for crisis

Five most likely crises
• Start list of your own and create 

and triage this with your team

Five most devastating crises
• Start list of your own and create 

and triage this with your team





After risk planning, then strategy 
decisions for your team to follow



BE HUMAN | PUT THE PUBLIC FIRST | DON’T SPECULATE



Team approach: Roles for 2-6 team members

• Lead (connects team to operations and approvals)
• Media and external relations (creates statements, connects with 

journalists)
• Website and social media coordinator (provides support for handling 

communication in these platforms)
• Internal comms (connects and communicates with internal 

stakeholders: council, employees, department heads)
• Intelligence (monitors media and social media, call center, 911)
• Press conference planner/content creator



Strategy: Teams are important

• Each person knows role and is trained to role
• Backups necessary for key people
• Surge and relief teams if crisis continues
• Leader needs to be visible
• Can team function without technology?
• Multilingual, cultural, disability: can you do good outreach to these 

groups? Need team members who can. These groups are usually 
disproportionally affected.



Strategy: Understand the infosphere (FEMA)

• What is it?
• How to impact it?
• Coordinate, integrate, synchronize
• Work with other influencers and stakeholders
• Use a drumbeat of information
• Expect misinformation and disinformation
• Plan with the infosphere in mind
• What is important to the infosphere?



Strategy: Realistic talking points

• Think of audience’s concerns
• Think of your organization’s values and mission
• Keep news releases or social media statements brief, but use enough 

detail to resolve basic questions
• Refrain from commenting on your opposition
• Tell your side of the story simply, honestly
• Speak directly to residents, employees, opinion leaders, public
• Repeat



Strategy: Use a whole community approach 
(External relationships/partnerships)
• Feds
• State
• Local partners (school district, county, regional authorities)
• Private sector
• Academics/universities
• NGOs
• Faith-based groups
• General public



Strategies: Other ideas

• Response is command and control (where does the buck stop?)
• Recovery is collaborative
• Imagery is powerful (don’t defer to news media)
• Say it, then show it
• Presence is a kind of communication
• Before messaging, must think of culture, access, available tech, pets, 

babies, elderly, disabled, kosher, vegetarians



Other strategies

• Identify constituencies (maybe just media; maybe just opinion leaders 
or social media influencers)

• Establish credibility with fast honesty
• Follow up with messages of reassurance
• Release bad news yourself
• Evaluate when things are quiet



Apologies as rituals—if you don’t 
follow the ritual, public won’t accept 
what you say as an apology
… “between two parties in which one party, the offender, acknowledges responsibility for an offense or 
grievance and expresses regret or remorse to a second party, the aggrieved.” (Lazare, 2004)



It’s not a simple process



The steps

Agreement
• Position: “The offender takes (or 

claims to take) the same position 
on an issue as the offended 
stakeholder.”

• Priorities: The offender offers 
evidence that on this position, it 
shares the same priorities as the 
offended stakeholder(s).

Commitment
• “Assent (by the offender) … that 

one ought to act in a certain way” 
… and that one is committed to 
acting that way.

• Willingness: not to repeat or to 
repair damage.

• Ability: explanations of self-
reflection, plus commitment of 
resources for solutions and 
prevention.





What’s required
What’s good to have in your toolbox

Crisis Communications Planning



Each city is required by the state to prepare, maintain 
and distribute an emergency management plan

• Texas Government Code 418.106(a)
• If a city doesn’t have an emergency management office, they may 

participate in a county emergency management agency and plan
• Annexes of the EMP cover all levels of emergency preparedness, 

planning and recovery (evacuation, resource management, etc.)
• Annex I is Public Information – designates the PIO for emergencies



Pros and Cons of the state EMP

• Provides overview of operations 
and coordinates all aspects of 
city operations and its staff

• Forces the city to think about 
emergency management and 
crisis communications

• Annex I is formatted specifically 
by the state and does not allow 
for deviations and customization

• Doesn’t necessarily apply strong 
strategic communication 
principles

Pros Cons



Drafting your own crisis communications plan

• Tailored specifically to your 
organization, staffing and 
community

• Consistent with communication 
procedures and policies of your 
department

• Provide content to be used in 
emergency and crisis situations 
for public dissemination



What should your plan include?

• Articulate the purpose and goals 
of the plan, focusing specifically 
on communication and 
information

• Detail your procedures that 
include:

• Preparedness
• Situation assessment
• Information analysis
• Dissemination of information
• Evaluating your response



What should your plan include?

• Response protocols that are 
tailored to your organization’s 
management and staffing, as 
well as the role of elected 
officials

• Address procedures that will be 
ongoing during the crisis as well 
as develop post-crisis 
procedures



What should your plan include?

• Everything you will need at 
access during a crisis/emergency 
situation:

• Complete list of your information 
channels

• Contact list of key staff
• Contact list of media
• Media relations best practices



Don’t forget these for the 
appendix?
Pre-written news releases, holding statements, sequence of work, apology 
guidance









Debrief
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